
Thoughts about Security 

As therapist, you know that fear-based decisions are rarely good decisions. Microsoft, Apple and others 

want us to believe that only applications downloaded from their stores are safe so that they can make 

even more money. Needless to say, harmful applications have found their way into both stores 

repeatedly! 

To this end, their browsers and operating systems may issue warnings when you attempt to download 

and run programs from the web. 

We do not support fear-based business models and we also do not want to pay hundreds of dollars 

annually to buy certificates that really don't prove anything - any crook can buy one. 

If you would like to verify that our downloads really are from us and have not been tampered with, you 

can do so by comparing a checksum that we post on our website (the SHA256 value) to the checksum 

you compute on your PC from one of our downloadable setups. 

This does not cost anything but 2 or 3 minutes of your time. To this date, the SHA256 hash algorithm we 

use has not been compromised and will most likely remain safe well into the future. 

Contact us if you do not know how to do this and we’d be happy to help you. 

Below are a few samples of Windows warnings you might encounter: 

 

Here you can click on the ‘More info’ link (blue oval) and you will then be presented with the next 

screen. 

 



 

Here you can click the ‘Run anyway’ button and install the application. 

 

Below another attempt at scaring/warning users is depicted: 

 

Again, you can safely ignore this warning. 


